METADATA:
THE DANGERS OF METADATA COMPEL ISSUING
ETHICAL DUTIES TO “SCRUB” AND PROHIBIT
THE “MINING” OF METADATA

“The economic and technological triumphs of the past few years have
not solved as many problems as we thought they would, and, in fact, have
brought us new problems we did not foresee.”

–Henry Ford

I. INTRODUCTION

“Metadata” is a new term in the lexicon of attorneys. It is often
referred to as the modern “lawyer’s favorite cyber bo[0]gie man.” However, “[o]nly 10 percent or less [of lawyers] seem to absorb just how danger-
ous metadata can be.” Ignorance of metadata is no excuse, whereas it has
been analogized to the statement made by Richard Dreyfuss, as Hooper,
in Jaws, “I think that I am familiar with the fact that you are going to ignore
this particular problem until it swims up and bites you.”

With the advent of electronic communications, attorneys in their re-
spective states, and in particular the American Bar Association (ABA), are
compelled to invade the world of technology, and as a result, the world of
metadata. Indeed, some states have already set the trend by imposing an
ethical duty on both the sending and the receiving attorney to appropriately
manage metadata. On one end is a duty to avert hidden data from becom-
ing “mined.” In other words, attorneys have a duty to “scrub” electronic
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documents for metadata.9 At the other end of the spectrum is a duty to avoid the use of technology to spy on an opponent,10 thereby prohibiting an attorney from “intentionally tak[ing] advantage of other people’s failures.”11 Attorneys have a duty to prohibit “mining” for metadata.12

Part II of this note provides an overview of what metadata is, the purposes it serves, and its relevance in the legal profession.13 Part II.A explains how metadata pervades the world of technology by providing a detailed discussion of the purpose hidden data serves and the hazards it creates within various computer software programs, including Microsoft Word, Word Perfect, and Adobe Acrobat.14 In addition, the dangers of metadata that lurk within the legal profession are addressed.15 Part II.B examines the ABA Model Rules of Professional Conduct that at a minimum set up a framework with which to handle metadata dangers.16 As an illustration, Model Rules 1.1, 1.3, 1.6, 8.4, and 4.4 are discussed in detail.17 Part II.B also examines states that have issued ethics opinions directly addressing metadata concerns.18 However, the essence of this note advocates that the ABA, as well as individual states, establish a consistent ethical standard pertaining to “scrubbing” and “mining” for metadata.19 As a result, Part II.C advocates corresponding ethical duties on both the sending and receiving attorney, in which specific ethical obligations are addressed.20

9. Nelson & Simek, supra note 4, at 28. To “scrub” an electronic document is to remove metadata. Id.
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Finally, Part III proposes that the present Rules of Professional Conduct in North Dakota are insufficient to cover metadata concerns, and therefore, North Dakota should take action and implement guidelines consistent with other trend-setting jurisdictions.21

II. METADATA

With the arrival of the digital age come the dangers of metadata.22 This new term in the vocabulary of attorneys requires an in depth definition to illustrate the purposes of metadata, as well as the accessibility of metadata and its prevalence in the legal profession.23 In addition, the inception of metadata creates a number of ethical issues, which the ABA Model Rules of Professional Conduct have failed to fully address.24 However, a few states have taken the initiative to issue ethics opinions persuasive to the legal profession on the topic of metadata.25 Nevertheless, the heart of this note urges the imposition of ethical obligations on the sending attorney to “scrub” for metadata and on the receiving attorney to abstain from the “mining” of metadata.26

A. WHAT IS METADATA?

Metadata must first be defined and illustrated to demonstrate both its beneficial purposes and the inevitable hazards related to it.27 As such, a
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22. See Philip J. Favro, A New Frontier in Electronic Discovery: Preserving and Obtaining Metadata, 13 B.U. J. SCI. & TECH. L. 1, 2 (2007) (noting the significance of technological innovations, the issues technology raises, and in particular, the presence of metadata in the practice of law).
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detailed explanation on the accessibility of metadata is required.28 Lastly, it is imperative to show how metadata implicates the legal profession.29

1. The Definition of Metadata

“[D]ocuments are the lifeblood of attorneys.”30 However, the practice of law is no longer driven by paper transactions, but rather by paperless operations.31 The arrival of the digital age has transformed the world and, in particular, the legal system.32 Computers are improving productivity by enabling attorneys to easily and quickly modify documents.33 In addition, wireless networks have expanded over the last decade.34 This increased usage of digital data has not changed the practice of law; attorneys still spend a great amount of time drafting and reviewing documents.35

However, the digital era brings with it a decreased capacity to sufficiently control documents and safeguard confidential data.36 Moreover, the movement into the digital world has not changed an attorney’s obligation to protect client confidences pursuant to the rules governing professional conduct.37 With the onset of the digital world, attorneys are forced to quickly adapt to technologies that alter the practice of law.38 Thus, practicing attorneys should be cautioned that it is an absolute necessity to acquire a basic understanding of ongoing technological innovations.39
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34. See id. (noting that wireless Internet access is increasingly available in various locations, including coffee shops, hotels, airports, and residences).
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38. See generally Favro, supra note 22, at 2-4 (discussing the transformation from paper transactions to paperless operations).
Steven Ballmer, the CEO of Microsoft, supplied the paradigm, “business leads technology.” This equation premises the conclusion that “technology leads the law.” As new technologies create methods of performing business better, the law must assimilate the material impact of these technological advancements. Yet numerous issues arise at the crossroads of digital data and the practice of law, although this note touches only on the issue of metadata within electronic communications.

“Metadata pervades the digital world in which we live.” By definition, metadata is data that provides information about other data. It is information that computer software programs embed in documents, which makes it possible to discern: who drafted the document, when it was created, for which client the document was created, what alterations were made to the document, and a multitude of other information, all of which may include confidential information. In short, metadata is digital information pertaining to a document’s characteristics including its origin, usage, and validity. Metadata is the how, when, and by whom an electronic document is created and formatted.

A document may look like a two-dimensional piece of paper on a computer screen, but in reality it is germane to a three-dimensional file folder. The version on the screen is the top document, but behind the screen is the remainder of the folder. In emailing this document, the entire folder is sent, which includes all prior versions, dates of alterations, edits, time spent on edits, identity of editors and authors, and any notes attached. Furthermore, metadata may be invisible in various places within a document, but accessible to virtually anyone that can open electronic communications.

---
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files. As a result, the repercussions of releasing metadata can have either a positive or negative impact, depending on how documents are created and shared.

2. The Purpose of Metadata

Metadata is not a new concept, as it was initially developed by software programmers who worked in collaborative environments where information was commonly shared. In fact, metadata by itself is not sinister; it is intended to be useful to the creator of a document. It marks a trail, operating like a log or diary, in which a project travels until its completion including who contributed to the project and what was retained or abandoned. Therefore, it is quite useful for non-adversarial projects where creation of a specific document requires contribution from multiple parties. As another example, an author of a document, prior to creating a new document from an old one, may check the date of the last modification to determine whether it is up-to-date. Additionally, some metadata is necessary to format and store a document. In essence, the purpose of metadata is to “enhance the editing, viewing, filing, and retrieval” of documents.

Notwithstanding the beneficial purposes of metadata, such data may be hazardous because it is not “invisible” to everyone, but may inadvertently become viewable or accessible. Additionally, even if the average user does not see the metadata, it is consistently present and easily accessible. One must be mindful that an electronic document’s previous history, including revisions, is discoverable from its metadata. These prior versions create a foreseeable risk in which the unwary can be trapped by
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The ignorance of metadata may lead to the release of sensitive information in documents, resulting in public humiliation. Even worse, such ignorance can lead to the inadvertent disclosure of confidential information. Thus, if metadata is appropriately understood and utilized, it can provide an incredible service to attorneys in client representation. However, if metadata is unknown, improperly controlled, or ignored, an attorney may encounter significant problems in effective client representation. It is therefore imperative to understand the existence and easy accessibility of metadata by recognizing how it is created and where it is found in various software programs.

3. How to Access Metadata

Some metadata is accessible quite easily through Microsoft Word user interface, but other metadata is accessible only through extraordinary means. On the one hand, with the mere click of a computer mouse or with the aid of a “metadata viewer,” an average computer user could retrieve metadata. On the other hand, a computer forensics expert with additional time and a sophisticated computer software program could ascertain the document’s metadata even if the author erased the information from the
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document.\textsuperscript{72} For those in the practice of law a substantial amount of fear revolves around metadata in computer software programs including Microsoft Word, Corel Word Perfect, and Adobe Acrobat portable document file (PDF).\textsuperscript{73}

a. Microsoft Word

Metadata is ubiquitous in Microsoft Word.\textsuperscript{74} It may be found in various menu items, but the “Properties” item, which is located in the “File” menu, is the key location.\textsuperscript{75} For example, the properties of a document may reveal the author and the date the document was created, as well as revisions.\textsuperscript{76} Another form of embedded data is created by using “Fast Saves.”\textsuperscript{77} If this feature is enabled, the deleted information remains invisible within the document, and the receiver of such document may open the document and easily see all of the sender’s prior revisions.\textsuperscript{78}

However, the most significant feature of Word is “Track Changes,” which creates a record of each and every modification.\textsuperscript{79} A problem arises if an author does not know the feature is turned on and the screen does not reveal any modifications.\textsuperscript{80} The changes are “invisible,” yet accompany the Word file once it is transmitted, and the receiver can easily reveal the changes and revisions.\textsuperscript{81} In addition, the “Track Changes” feature potentially permits the user to observe the text of an unrelated document, which the author used as a template for the file at hand.\textsuperscript{82}

Another form of embedded data accompanying Word documents is “Comments.”\textsuperscript{83} Comments are great for collaborative purposes because colleagues may make comments on a file, such as suggestions or clarifications, and then exchange the file.\textsuperscript{84} However, these comments are embedded within the file and travel with the file throughout the exchanges.\textsuperscript{85}
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The last example of embedded data in Word is found within the “Versions” feature, where all prior versions of a document are embedded within a file, and the recipient of the electronic document may view any prior version. Moreover, other Microsoft programs contain metadata, such as PowerPoint. However, embedded data is not foreign beyond Microsoft products.

b. Word Perfect

Metadata is also utilized in Corel Word Perfect. Word Perfect contains less descriptive information in its “Properties” file than Microsoft Word, and therefore less embedded information, but the feature can enable customized information. Furthermore, Word Perfect contains a “Multiple Undoes” feature, in which the recipient of a file may “undo” previous revisions to the document. However, the search for metadata does not end with Word Perfect.

c. Adobe Acrobat

Finally, converting a file to Adobe Acrobat does not rid a file completely of metadata. Adobe contains considerably less metadata, but nevertheless the author’s name, time of creation, and alternations are visible. Metadata hides in virtually all computer software programs, and these programs are employed daily in the practice of law.

4. Metadata in the Legal Profession

Attorneys rely considerably on computer software programs in the digital age, which makes metadata a consistently present liability in their practice. As attorneys become increasingly aware of metadata, questions arise in regard to the sending and receiving of documents containing
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embedded information in the course of negotiation, due diligence, investigation, and litigation. Metadata may reflect strategy considerations, legal issues, legal advice, or editorial comments. While not all information may reveal confidences or secrets, such privileged information may be revealed, which could be either embarrassing or a detriment to the client.

a. Document Preparation

One potential problem occurs in the production of documents and communications via electronic media. Attorneys frequently prepare documents or pleadings with templates. Templates retain all prior information, including metadata. Therefore, a former client’s name and information may be discovered in the original document. If that same document is sent to either a new client or opposing counsel, the outcome could be not only humbling, but also result in a breach of the duty of confidentiality or a waiver of an attorney-client privilege.

b. Contract Litigation

Other potential problems with metadata are likely to arise in contract negotiations where a multitude of attorneys will review a single electronic contract that undergoes a number of revisions from both sides of the table. Frequently used revision tools, such as the “Insert Comment” function or the “Track Changes” function will memorialize changes and generate indefinite metadata. Comments or changes may divulge negotiation strategies, debilitate bargaining power, and imperil attorney-client privileges. As an example, the following illustrates a potential metadata disaster in the legal profession:

97. Stevens, supra note 2, at 9.
99. Id.
100. Cole, supra note 64, at 8.
101. Id.
102. Id.
103. Id.
104. Id.
105. Id.
106. Id.
107. Id.
Attorney A e-mails an electronic draft of a settlement agreement to her client for review. The settlement agreement is a modified form that Attorney A borrowed from a previous, unrelated matter with the same client. Unbeknownst to Attorney A, another attorney at her firm enabled the “Versions” feature of the document to assist with drafting another settlement in an unrelated matter.

After reviewing the draft, the client makes several electronic edits and comments directly to the document. One of the client’s comments indicates that, although she prefers to settle the matter at $75,000, she is prepared to go as high as $100,000. The client attaches the MS Word document with her edits and comments to an e-mail and sends it back. Attorney A reviews the client’s comments, deletes the reference to the settlement parameters, and finalizes the changes.

Without cleaning up the metadata, Attorney A e-mails the document to opposing counsel, Attorney B, for approval. Attorney B accesses the metadata in the document and reviews the prior versions, edits, and authors of the document. Attorney B now knows the client’s monetary settlement limits, what changes the client wanted made to the document, and even what terms and conditions the client agreed to in prior settlements.\footnote{Zall, supra note 23, at 56.}

Unfortunately, this apparently innocuous exchange of an electronic document resulted in a metadata disaster.\footnote{Id.}

c. Electronic Discovery

“E-discovery,” in the discovery phase of litigation, is known as the production of electronic documents.\footnote{Salvatore Joseph Bauccio, E-Discovery: Why and How E-mail Is Changing the Way Trials are Won and Lost, 45 DUQ. L. REV. 269, 269 (2007).} However, e-discovery “has been an ongoing thorn in the side of the federal judiciary,” while judges and litigants strive to keep up with technological innovations.\footnote{Id.} With the arrival of the digital age, the “legal landscape has unquestionably changed[,]” but the purposes of discovery are still to narrow and refine issues.\footnote{Favro, supra note 22, at 3.} As a result, the new “digital litigator” must adapt to the electronic age.\footnote{Id.} Indeed, it is now commonplace to rely on e-discovery of digital data in lieu
of paper documents, which radically changes discovery.114 Moreover, courts have been known to reject attempts to provide paper documents instead of digital data.115

However, pursuant to e-discovery demands, parties risk the disclosure of unknown embedded data.116 The consequences include inadvertent disclosure of trade secrets, proprietary information, and attorney-client privileged data.117 In addition, the disclosure of attorney-client privileged information may result in a waiver of the privilege.118 In fact, courts have employed considerably different approaches to decide whether an inadvertent disclosure of client confidences waives the attorney-client privilege.119 Thus, while the law is adapting to meet the problems of metadata within electronic discovery, courts disagree on the issue.120 In Williams v. Sprint/United Management Co.,121 the court prescribed the modern standard for the electronic discovery of metadata by holding that the producing party shall produce the electronic documents with metadata intact unless such party invokes a protective order.122

Courts are not the only authority to have addressed the issue of metadata in e-discovery.123 In fact, “there is hope on the horizon” as the

115. Id. at 7. But see Brandon, supra note 49, at 2 (stating that some court rules, such as California Rule of Court 342(i), mandate electronic brief filing).
117. Id.
118. Id.
119. See Steele, supra note 29, at 917-18 (outlining the three different approaches taken by the court). The “strict approach” holds that the disclosure of attorney-client privileged data is a waiver of that privilege. Id. The “lenient approach” holds that a waiver requires intent to release a right, but an inadvertent disclosure lacks intent because, by definition, it is unknowing. Id. at 920. The “circumstances approach” probes factors as to whether reasonable precautions were employed to protect the privilege. Id. at 918.
122. Williams, 230 F.R.D. at 656.
Federal Rules of Civil Procedure and the Federal Rules of Evidence meet the realities of e-discovery. After approval by the United States Supreme Court, the proposed amendments to the Federal Rules of Civil Procedure, which directly address the discovery of electronically stored information including metadata, took effect as of December 1, 2006. These rules provide much needed explicit guidance and take an affirmative step toward acknowledging the complexity of electronic discovery. Therefore, recent court decisions that uphold the value of metadata to ensure the integrity and reliability of documents have set a trend that will continue with the amendments to the Federal Rules of Civil Procedure, thus compelling a presumption as to the preservation and production of pertinent metadata.

In short, metadata is managed nearly every day in the legal profession. The ramifications of metadata run the gamut from embarrassment to malpractice. Nonetheless, the ethical obligations regarding the handling of metadata in the legal profession are either nonexistent or are inconsistent amongst the states.

B. THE CURRENT LAW APPLICABLE TO METADATA

The advent of technological advancements has opened a “Pandora’s Box” of ethical issues in the practice of law. Attorneys within their respective states are required to adhere to ethical rules of professional conduct as promulgated by their state bar associations. State bar associations use the ABA Model Rules of Professional Conduct or the Model Code of Professional Responsibility as a guide when establishing rules regarding court decisions and a detailed overview of how the “e-discovery amendments” endeavor to address difficulties that electronically stored evidence presents in discovery).

125. See Witte & Portinga, supra note 123, at 37 (noting that the amendments altered Rules 16, 26, 33, 34, 37, and 45 of the Federal Rules of Civil Procedure).
126. Peterson & Nunn, supra note 124, at 16. The rules set the framework, but the parties must use the rules as tools for protection. Id.
127. See generally Favro, supra note 22, at 5, 17-21 (discussing the impact and consistency of the amendments, as well as case law regarding metadata preservation and production). The amendments do not explicitly address metadata preservation and production, but instead provide general guidance. Id. at 18. However, several pre-2006 decisions set the current theme of “document integrity” for the preservation and production of metadata. Id. at 13.
129. Id.
130. See generally Steele, supra note 29, at 943-47 (providing an overview of how the ABA and a few states have reacted to the ethical implications materializing from the inadvertent disclosure of metadata).
131. See generally id. at 927, 942-47 (discussing how metadata vastly impacts ethical obligations on both the disclosing and receiving attorney).
ethical conduct. Thus, each state may have different ethical rules, but generally all states’ rules parallel the ABA Model Rules.

While the ABA Model Rules do not specifically address metadata, they do provide guidance regarding ethical norms in the legal profession and provide a structure in which to consider metadata concerns. However, a few states have issued ethics opinions which are persuasive to the legal profession as to the handling of metadata. Additionally, other state ethics opinions have addressed technological issues in general, which may aid the interpretation of metadata issues in the near future.

1. ABA Model Rules of Professional Conduct

In addressing metadata concerns, the ABA Model Rules do not provide a black-letter rule. Rather, these rules only provide guidance as to ethical standards. The following ABA Model Rules touch on ethical issues pertinent to metadata.

---

133. Steele, supra note 29, at 927.
136. Id. The authoritative status of ethics opinions may vary from state to state; however, generally they are advisory and not binding on attorneys, although an attorney following the opinion may be entitled to protection from discipline. Interview with Alice R. Senechal, Attorney, Robert Vogel Law Office, in Grand Forks, N.D. (Feb. 13, 2008) [hereinafter Interview with Senechal].
137. Id. See, e.g., Colo. State Bar Ass’n Comm. on Ethics and Prof’l Responsibility, Formal Op. 108 (2000) (discussing the inadvertent disclosure of confidential or privileged documents); Alaska State Bar Ass’n Comm. on Ethics and Prof’l Responsibility, Formal Op. 98-2 (1998) (concluding that attorneys are free to communicate by e-mail, but should caution clients that the communication is not absolutely secure); Ohio State Bar Ass’n Comm. on Ethics and Prof’l Responsibility, Formal Op. 99-2 (1999) (finding that attorneys do not violate an ethical duty by communicating through e-mail without encryption).
139. Id.
140. See generally Hricik, Mining for Embedded Data, supra note 11, at 237-40 (indicating the significance of Model Rule 4.4(b) as it relates to the inadvertent disclosure of documents containing metadata); Maureen Cahill, Presentation at the Alexander Campbell King Law Library, University of Georgia School of Law: The Internet: Complicating Legal Ethics, but Full of Resources to Help You Understand the Complications 4 (Mar. 7, 2007), available at http://digitalcommons.law.uga.edu/cgi/viewcontent.cgi?article=1036&context=speeches (noting how Model Rules 1.1, 1.3, and 1.6 relate to metadata concerns); Newman, supra note 24, at 6-9 (noting that Model Rules 1.6 and 8.4 are related to the issue of metadata).
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a. Model Rules 1.1 and 1.3  

ABA Model Rule 1.1 provides: “A lawyer shall provide competent representation to a client.”141 In addition, Model Rule 1.3 provides: “A lawyer shall act with reasonable diligence . . . in representing a client.”142 Every technological advancement impacting the practice of law amplifies the definitions of both competence and diligence.143 The practice of law, at a minimum, implores attorneys to establish the basics of online research to access recent changes and developments in the law.144 Those attorneys that transfer information electronically must identify and react to security concerns.145 In addition, attorneys must acknowledge “information architecture” and advise clients about document disclosure and retention.146 Therefore, attorneys must understand that metadata is stored within the majority of electronic files and take the appropriate action to protect digital data.147

b. Model Rule 1.6  

ABA Model Rule 1.6 provides: “A lawyer shall not reveal information relating to the representation of a client.”148 This rule is the platform in regard to the attorney-client privilege and the duty to preserve client confidences.149 Therefore, it is proposed that by the “very hidden nature of metadata, the inadvertent disclosure of a client’s secret adverse to his interest would go to the heart of this rule.”150 Moreover, the comments to Model Rule 1.6 are apposite to the concept of creating metadata and protecting client confidences.151 Comment 2 emphasizes trust as the hallmark of the attorney-client relationship by encouraging full and frank communication to an attorney, including embarrassing

142. Id. at 1.3.
143. Cahill, supra note 140, at 4.
144. Id.
145. Id.
146. Id.
147. Id.
150. Id.
151. MODEL RULES OF PROF’L CONDUCT R. 1.6 (2002), available at http://www.abanet.org/cpr/mrpc_toc.html. See Newman, supra note 24, at 7 (pointing out that the comments to Model Rule 1.6 are germane to the issue of metadata).
or even legally damaging material. Electronic communication is increasingly imperative to the attorney-client relationship. Therefore, adverse consequences of metadata disclosure are reasonably foreseeable to an attorney.

Comment 4 provides that Model Rule 1.6 prohibits “disclosures by a lawyer that do not in themselves reveal protected information but could reasonably lead to the discovery of such information by a third person.” Thus, the comment suggests that attorneys should take appropriate measures to eliminate sensitive metadata from documents or work related to all client representations.

Comment 16 reinforces that an attorney “must act competently to safeguard information relating to the representation of a client against inadvertent or unauthorized disclosure by the lawyer or other persons who are participating in the representation.” This comment is interpreted to make an attorney responsible for the actions of those under his supervision in order to ensure that a client’s information is preserved and protected. As applied to the concept of metadata, the attorney is solely responsible for any documents or files electronically sent out at his or her direction. Therefore, under Model Rule 1.6, it is imperative that attorneys, as well as their office professionals, understand the risks associated with metadata and employ appropriate precautions to prevent the disclosure of sensitive metadata.

c. Model Rule 8.4

ABA Model Rule 8.4 provides: “It is professional misconduct for a lawyer to . . . engage in conduct involving dishonesty, fraud, deceit, or

154. Id.
155. Model Rules of Prof’l Conduct R. 1.6 cmt. 4 (2002), available at http://www.abanet.org/cpr/mrpc/mrpc_toc.html. See Newman, supra note 24, at 7 (finding that Comment 4 “parlays the metadata concern” whereas Model Rule 1.6(a) applies to disclosures that could lead to discovery of protected information by a third party).
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misrepresentation.” This rule arguably speaks to the acceptability of “mining” metadata, or reading another’s metadata and looking for client confidences or secrets. In reality, it is a good example of professional misconduct for an attorney to “mine” the metadata of an electronic document and use the information gained to his or her client’s favor. One would likely consider such conduct to be dishonest and “not within the norms of the [legal] vocation.”

While zealous representation of a client is likely to lure an attorney to “mine” electronic documents for advantages, reviewing metadata would be in violation of opposing counsel’s work product privilege. The result is an unfair advantage to the attorney’s client. In addition, it would appear deceitful to any third party observant. However, as this note explains, authorities are split as to the concept of dishonesty within the meaning of Model Rule 8.4(c) when viewing embedded confidential data.

d. Model Rule 4.4

ABA Model Rule 4.4(b) provides: “A lawyer who receives a document relating to the representation of the lawyer’s client and knows or reasonably should know that the document was inadvertently sent shall promptly notify the sender.” This rule is also applicable to electronic modes of transmission that will be read or transferred into a readable form. However, Rule 4.4(b) does not address whether an attorney must or should refrain from reading into or looking at the document. Rather, the rule only imposes the obligation of notice. Comment 2 explains that the purpose of the notice is to allow the sending attorney to take protective measures, but whether additional steps are required by the recipient attorney is beyond the
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scope of the Model Rules. Comment 3 also indicates that since the recipient attorney is not mandated by law to return the document unread, the decision to return the document voluntarily is a matter of professional judgment reserved to the attorney. While this rule was drafted in response to the issue of inadvertent faxes, the theory is that it should also apply to situations involving metadata where the receiving attorney knows or should know that the embedded data was sent inadvertently.

It is imperative to clarify the difference between what is done inadvertently versus what is done intentionally because ethical obligations under Model Rule 4.4(b) only arise in the presence of inadvertence. An analogy between transmitting metadata intentionally and inadvertent transmissions is obvious: an attorney intentionally sends a contract to the opposing attorney, but inadvertently includes a mark-up of the contract, which contains comments received from the client. Thus, the lawyer intentionally transmitted the contract, but by no means intended to transmit the mark-up. The difference is that the metadata is not a separate file, “but is ‘in’ the intentionally sent file.” Thus, the transmission of embedded data is inadvertent. Therefore, if a state bar follows ABA Model Rule 4.4(b), it is a logical argument that the attorney receiving the file with metadata must not examine the data, and should notify the sender.

However, the ABA found that a receiving attorney is free to “mine” and use embedded data, even if electronic documents were provided by the opposing attorney. According to the ABA, the receiving attorney would be doing nothing wrong by “gleaning” clues as to the sending attorney’s strategies, confidences, secrets, and intentions by analyzing the document’s metadata. The ABA recognized that its stance is contrary to various legal
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182. See ABA Comm. on Ethics and Prof’l Responsibility, Formal Op. 06-442 (Aug. 5, 2006), available at http://www.pdf4lawyers.com/files/06_442.pdf (providing the ABA’s view on the issue of metadata); see also Williams, supra note 6, at 48 (noting the importance of stripping metadata based on the ABA’s conclusion).
ethics opinions, which find it impermissible and dishonest to search documents with metadata. However, the ABA held that the single provision relevant to the concept of metadata only mandates the receiving attorney to notify the sender when he or she knows or should know that the document was inadvertently sent. In addition, the ABA committee made clear that the opinion did not address circumstances where documents are received “through criminal, fraudulent, deceitful, or otherwise improper conduct.”

Nevertheless, the inadvertent disclosure of client confidences, in the form of metadata, may result in a waiver of attorney-client privilege or work-product protection. The disclosure may also result in a breach of the duty of confidentiality. Moreover, depending on which state an attorney practices, the act of inadvertently disclosing client confidences or the act of “mining” metadata may be an ethical violation.

2. State Bar Associations

Despite the fact that the ABA Model Rules of Professional Conduct have failed to specifically address metadata concerns, states have taken their own initiative. A few states have issued their own respective ethics opinions, which impose ethical obligations on both the sending and receiving attorneys. Thus, these ethics opinions provide guidance to attorneys nationwide as to the appropriate conduct in dealing with the dangers of metadata.

---
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a. New York’s Opinion Sets the Trend

In 2001, New York set the trend and became the first state to address the issue of metadata.\textsuperscript{193} New York Opinion 749 concluded that “[a] lawyer may not make use of computer software applications to surreptitiously ‘get behind’ visible documents or to trace e-mail.”\textsuperscript{194} The opinion reasoned that the use of technology to “mine” electronic documents to access confidential information, as well as work-product, “violate[s] the letter and spirit” of ethical obligations.\textsuperscript{195} This opinion also recognized that the sending party intends to transmit the “visible” electronic document, but absent an unequivocal direction to the opposite, counsel does not intend the recipient counsel to receive the “invisible” information.\textsuperscript{196}

New York characterizes the unintentional disclosure of metadata as “inadvertent” and the subsequent review of it as deliberate, such that the recipient may not access the embedded data.\textsuperscript{197} It is not the carelessness of the sending attorney, but rather a deliberate act by the recipient attorney that leads to the disclosure of client confidences.\textsuperscript{198} Thus, the recipient attorney who receives files with metadata would know, or at least should know, that the embedded data was not transmitted intentionally.\textsuperscript{199} In short, as to the question of whether embedded data is inadvertently transmitted, the authorities are split because, as previously discussed, the ABA rejected the proposal that metadata is always sent unintentionally.\textsuperscript{200}

In addition, New York recognized that to “mine” for metadata is dishonest.\textsuperscript{201} However, the ABA disagreed.\textsuperscript{202} Rather, the ABA found it was not dishonest to review embedded data inadvertently sent by another attorney.\textsuperscript{203} This conclusion is untenable because the ABA assumes it is a well-known concept that electronic documents contain embedded data, and such data is retrieved in a comprehensible form.\textsuperscript{204} This assumption fails
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because the majority of attorneys in small firms or solo practice are unaware of the existence of metadata.\textsuperscript{205} Moreover, the assumption does not alter the fact that embedded data will be sent only when an attorney makes a mistake or, in other words, through an inadvertent transmission.\textsuperscript{206} No attorney intentionally sends confidential information to opposing counsel.\textsuperscript{207} Nevertheless, the ABA concludes it is not dishonest to “mine” for metadata.\textsuperscript{208} Thus, New York contributes to a split in authority with regard to the issue of whether “mining” for metadata is dishonest.\textsuperscript{209}

In 2004, New York addressed the issue of inadvertently transmitting metadata by issuing Opinion 782.\textsuperscript{210} This opinion imposed a duty on lawyers to utilize reasonable care to prevent the disclosure of confidential material contained in metadata within documents sent electronically to opposing counsel.\textsuperscript{211} New York noted that not all metadata contains confidences or secrets but such embedded data in particular circumstances could reveal confidential information resulting in embarrassment or detrimental consequences to a client.\textsuperscript{212}

The opinion provided that reasonable care will depend on the circumstances, but includes: (1) the document subject matter; (2) whether there were comments on multiple drafts from different sources; (3) whether the document was a template; and (4) the identity of the intended recipient.\textsuperscript{213} Moreover, “reasonable care” may require an attorney to “stay abreast of technological advances” and the risks involved with electronic transmissions.\textsuperscript{214} Thus, attorneys who use technology have an ethical obligation to be familiar with technology to avoid harming clients.\textsuperscript{215} New York was the first state to address ethical obligations in regard to metadata, and other states have followed the trend.\textsuperscript{216}

\textsuperscript{205} Id. at 246. Significantly, a study conducted in late 2004 reported that “only 43% of respondents were aware that embedded data even existed.” Id.
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b. Florida Follows the Opinion of New York

In 2006, Florida became the second state to test the issue of metadata.\textsuperscript{217} As stated by a Florida Bar Board of Governor member, “I have no doubt that anyone who receives a document and mines it . . . is unethical, unprofessional, and un-everything else.”\textsuperscript{218} Florida analogized “mining” metadata to “rifling through someone’s briefcase.”\textsuperscript{219}

In order to illustrate the critical issue of “mining” for metadata, the Florida Bar Board of Governors provided an example.\textsuperscript{220} A senior partner and President of the Florida Bar was working on a brief requested by another firm.\textsuperscript{221} The firm asked that the brief be e-mailed instead of faxed, and when the firm received it they “mined” it for metadata.\textsuperscript{222} They found a historical sequence of each and every modification to the document, including communications to the client.\textsuperscript{223}

The Florida Bar Executive Director implored the board to remember that the problem with metadata will only grow as the practice of law increasingly relies on electronic data.\textsuperscript{224} For example, he noted that the following year the Florida Supreme Court would require attorneys to file all documents electronically.\textsuperscript{225} As a result of their findings, the Florida Professional Ethics Committee resolved two critical issues: (1) whether it is unethical for the recipient attorney to “mine” metadata from an electronic document received from the sending attorney; and (2) whether the sending attorney has an ethical obligation to take reasonable precautions to ensure that metadata is removed prior to transmitting electronic documents.\textsuperscript{226} Thus, the State of Florida, like New York, imposed a corresponding duty on consistent with the New York approach, which imposes reciprocal ethical duties on the sending and receiving attorney).
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both the sending and receiving lawyer. However, Florida is not the last state to uphold this trend.228

c. Alabama’s Opinion Follows the Trend

Alabama joined the movement of imposing corresponding ethical obligations.229 As of March 2007, Alabama issued Ethics Opinion RO-2007-02 in regard to both the disclosure and “mining” of metadata.230 The holding of this opinion is consistent with New York Opinions 749 and 782 and Florida Opinion 06-2.231 Alabama answered the following two issues in the affirmative: (1) whether under Rule 1.6 attorneys have a duty to use reasonable care when sending electronic documents in order to prevent disclosure of metadata containing confidential information of clients; and (2) whether in the absence of express authorization from the court, it is impermissible for an attorney to “mine” metadata in an electronic document that he or she inadvertently received from another party.232

In regard to the former issue, whether an attorney exercises reasonable care depends on the circumstances of each case.233 Alabama, like New York, employed the same factors in order to determine “reasonable care.”234 These factors included the following: (1) the scope and/or nature of the metadata; (2) the steps taken to prevent the disclosure of metadata; (3) the subject of the document; and (4) the intended recipient.235 As for the latter issue, the use of digital technology to “mine” client confidences revealed in metadata is “an impermissible intrusion on the attorney-client relationship” and an ethical violation of the Rules of Professional Conduct.236 Alabama emphasized that confidentiality is the central tenet of the attorney-client relationship.237 Alabama agreed with New York that “mining” for metadata is a deliberate attempt by the receiving attorney to access confidential information in order to obtain an unfair advantage against
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opposing counsel. Thus, the “mining” of metadata to uncover confidential information would constitute misconduct.

Alabama is not the last state to impose corresponding ethical obligations on the sending and receiving attorney; most recently Arizona joined the trend-setting jurisdictions. In fact, in the next three to four years, an explosion of ethics opinions is expected. In addition, other jurisdictional opinions are persuasive on the issue of metadata.

d. Other Jurisdictions

The majority of the remaining states have not directly addressed the issue of metadata; however, they have indirectly addressed similar issues pertaining to prior technological issues. These opinions could be analogized with that of New York, Florida, Alabama, and Arizona. It is commonly suggested that as technology and knowledge of its capacity continue to change, those governing the conduct of the legal profession will need to remain adaptable.

On the other hand, a minority of states take the counter position. For example, Oklahoma and California bar association seminars teach attorneys how to find metadata. In addition, the Maryland State Bar Association’s Committee on Ethics concluded, like the ABA, that it would not be an ethical violation for an attorney to look at metadata received from opposing counsel. One critic argued that it would be unfair to punish those that know how to use technology well and reward others for not learning how to use technology.

Nevertheless, the rules and the law need to change with technology. Thus, the positions of various jurisdictions should adapt quite rapidly.
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With inconsistencies amidst the jurisdictions and no bright-line rule to assist as a guideline to individual states, a valid proposal is needed to bring ethical conduct in line with the metadata issues found in the electronic practice of law.252

C. PROPOSING A NEW RULE FOR THE ABA MODEL RULES OF PROFESSIONAL CONDUCT

“Metadata is an ever-present threat” to the practice of law, and heavily impacts an attorney’s ethical obligations.253 The threat of metadata was reiterated by an attorney specializing in computer law and professional liability, in which it was concluded:

Given the undeveloped nature of the law, the continually evolving technology, the exponential dependence on the Internet to communicate and the potentially catastrophic impact of inadvertent disclosure of a client’s secrets or confidence, the issue of metadata protection is likely to continue to plague unwary practitioners and inflate the cost of transaction and litigation representation.254

Moreover, as one commentator noted, “[i]mposing an obligation on lawyers to remove confidential information from electronic documents and prohibiting them from mining for such hidden information seems to be preferable to engaging in a high-tech free-for-all.”255

At this point in time, there are two ethical issues in regard to metadata.256 The first issue is whether the sending attorney has an affirmative duty to take reasonable precautions to ensure that metadata is protected from inadvertent disclosure or inappropriate production by an electronic document before it is sent.257 The second issue is whether it is unethical for the recipient attorney to “mine” metadata from an electronic document.
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received from the sending attorney.\textsuperscript{258} The problem surrounding these issues is that the authorities are split.\textsuperscript{259}

As previously discussed, a growing number of states have answered the issues in the affirmative; however, the ABA has not mandated a duty to “scrub” metadata, nor has it prohibited the “mining” of metadata.\textsuperscript{260} In fact, the ABA re-evaluated the Rules of Professional Conduct but arguably failed to address metadata concerns.\textsuperscript{261} Therefore, it is important that the ABA amend the current Model Rules, produce a new rule, or that individual states issue an ethics opinion establishing a duty to “scrub” metadata and prohibit the “mining” of metadata.\textsuperscript{262} Moreover, from these duties flow ethical obligations imposed on both the sending and receiving attorney.\textsuperscript{263}

1. \textit{The ABA Commission on Evaluation of the Rules of Professional Conduct}

The ABA Commission on Evaluation of the Rules of Professional Conduct (Ethics 2000 Commission) was established in 1997 to evaluate the Model Rules.\textsuperscript{264} Among the goals that motivated the Ethics 2000 Commission was the “impact of technology and globalization” and the creation of “national uniformity and consistency.”\textsuperscript{265} In 2000, the Ethics 2000 Commission proposed a number of significant modifications to the Model Rules and, in 2002, the ABA House of Delegates adopted the majority of the recommended changes.\textsuperscript{266}

\textsuperscript{258} See Hricik, \textit{Telling Lies, supra} note 44, at 80 (addressing the second issue metadata presents when lawyers receive a document with metadata); \textit{see also} Steele, \textit{supra} note 29, at 942, 945-47 (discussing the issue of viewing and using hidden embedded data to the recipient attorney’s advantage).

\textsuperscript{259} See Hricik, \textit{Telling Lies, supra} note 44, at 96 (noting that in a few jurisdictions the receiving attorney can use misdirected confidential information, while in other jurisdictions there is an ethical duty to provide notice to the sending attorney of the mistake); \textit{see also} Steele, \textit{supra} note 29, at 943 (indicating that because the concept of metadata is new, the ethical obligations have not been fully determined by state bars).

\textsuperscript{260} \textit{See generally} discussion \textit{supra} Part II.B.1.a-d (discussing the current ABA Model Rules pertaining to metadata); Part II.B.2.a-c (explaining the positions of New York, Florida, and Alabama on the concept of metadata).

\textsuperscript{261} \textit{See discussion infra} Part II.C.1 (discussing the revisions to the Model Rules).

\textsuperscript{262} \textit{See discussion infra} Part II.C.2-5 (advocating rules imposing ethical obligations to “scrub” and prohibit “mining”).
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As previously mentioned in this article, individual states follow the ethical rules promulgated by the ABA. Thus, as a result of the historical role the ABA has in developing a consensus on ethical standards for the legal profession, the Ethics 2000 Commission found it imperative to address the emerging trends amongst the states in which specific rules differed greatly. In fact, the Ethics 2000 Commission incorporated state experimentations to create rules that would lend themselves to uniform adoption. In addition, as a consequence of the ABA’s decision to alter the Model Rules, states across the nation began to reevaluate and revise their own rules.

While the revisions to the Model Rules provided much needed guidance in particular areas of the law, such as within the realm of technology, many lawyers today remain confused with issues relating to electronic communications. The confusion of these lawyers is not likely to dissipate in the immediate future, because with the evolution of technology, new issues along with old will continue to face attorneys. Therefore, arguably the Ethics 2000 Commission failed to address the ethical issue pertaining to metadata; it would be advantageous for the ABA to: (1) establish a duty to “scrub” metadata; and (2) prohibit the “mining” of metadata.

2. Advocating a Rule Establishing a Duty to “Scrub” Metadata

“The lesson to be learned is that what general counsel don’t know, or can’t see, can hurt them.” Unfortunately, the majority of lawyers do not know that metadata exists. Nevertheless, metadata is a risk that lawyers face in today’s increasingly electronic law practice. Indeed, one of the
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top malpractice threats that attorneys are advised to avoid are the technological issues applicable to metadata. This threat can be avoided through the use of various tools to remove metadata. Furthermore, in the near future attorneys will be precluded from pleading ignorance of metadata. Regardless of the facts suggesting attorneys have no knowledge of metadata, attorneys will be subject to negligence claims. Moreover, if the significance of metadata and its implications on the practice of law have been elevated in some jurisdictions to the level of an ethical obligation, then it appropriately follows that the remainder of the jurisdictions and the ABA should take notice.

Nevertheless, even in the absence of established ethical standards regarding metadata, attorneys should develop a habit of removing metadata prior to transmitting electronic documents. However, it would be prudent if the ABA followed in the footsteps of New York, Florida, Alabama, and Arizona. The ABA should set the standard for the remainder of the states by validating a duty on the sending attorney to “scrub” electronic documents.

3. The Sending Attorney’s Ethical Obligations

The sending attorney has the utmost duty to avoid disclosing embedded data containing client confidences and secrets. However, if there is no metadata, there can be no transmission. Thus, an attorney may refrain from intentionally or inadvertently sending embedded data by not creating it in the first instance. Yet, to not create data means that attorneys could not take advantage of the benefits that metadata provides in the preparation

---
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of electronic documents. However, computer software programs may be altered to reduce the amount of metadata created. In fact, Microsoft publishes a guideline to minimize metadata fields. For example, “Fast Saves” can be turned off, comments in the “Comment” feature may be deleted, and changes made with the “Track Changes” feature can also be deleted prior to transmitting documents electronically. A more practical method would be to “scrub” or remove metadata.

There are various solutions to reduce or even eliminate embedded data, but the type of communication, such as confidential versus non-confidential, will set the standard for “reasonable care.” Microsoft provides a free feature for both Office 2003 and Windows XP, which removes metadata resulting from tools such as the “Track Changes” and “Comments” feature. Yet according to experts, these free add-ons do not remove all metadata and are not foolproof. In addition, software tools, which are described as “metadata scrubbers,” remove almost all metadata. However, the only version available for the Word Perfect program which provides a removal tool is “Version 13.”

Furthermore, converting a document to an Adobe Acrobat portable document file (PDF) format will still contain some metadata, but will not include embedded data. Additionally, converting a document to an image PDF instead of a text PDF will preclude the recipient from manipulating the file “without jumping through hoops.” However, the safest

288. Id.
289. Cole, supra note 64, at 8.
290. Id.
291. Steele, supra note 29, at 948-49.
292. Hricik, Telling Lies, supra note 44, at 93.
293. Id.
294. Steele, supra note 29, at 948.
295. Levitt & Rosch, supra note 52, at 41. See Zall, supra note 23, at 58 (noting that Microsoft self-help solutions are not foolproof). An average computer user may neglect to spot an issue and experience difficulties in implementing Microsoft solutions. Id. In fact, Microsoft created a disclaimer that its proposed solutions are merely illustrative and without warranty for a specific purpose. Id.
296. See, e.g., Williams, supra note 6, at 49 (noting that software tools, such as ezClean, Workshare Protect, and Metadata Assistant are available for purchase to assist in removing metadata). These “scrubbing” tools go further into Microsoft’s free features and practically eliminate metadata in Microsoft files. Steele, supra note 29, at 948. See Friedman, supra note 3, at 47-48 (pointing out that Metadata Assistant is found at www.payneconsulting.com and that it works with a variety of document management systems). The tool supposedly scans files and prompts users to remove metadata before the file leaves the office. Id. at 48.
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way to use PDF files is to print the original document and scan it in as a PDF file. This method completely deletes all metadata from the original version, but is also quite time consuming.

Another option is to simply agree with opposing counsel that transmitting embedded data is presumed unintentional and require the opposing party to return the file upon receipt. In accordance with a written agreement that neither party will “mine” for metadata, both parties can benefit from sharing documents electronically. Moreover, if an agreement is not secured in advance, then at the very minimum the sending attorney will know or have reason to know that opposing counsel intends to “mine” for metadata. However, such agreements may be unreliable because they depend on the trust of counsel, and are not likely to preclude “letting the cat out of the bag.”

A final method to prevent the threat of metadata is to use paper rather than electronic documents. In actuality, the only assured solution to avoid sending embedded data is to transmit paper instead of electrons. Unfortunately, this solution defeats the benefits of the technology in the practice of law.

Even if one exercises reasonable care, it is easy to make mistakes, and no particular removal tool may remove all embedded data. In light of these facts, an unattainable standard is not expected of attorneys. However, as advocated by a scholar: “Whichever method you choose, you should consider adopting a standard scrubbing procedure. ... [I]t is important for you and your clients that you have a workable solution to prevent ‘now you don’t see it’ data from becoming ‘now you do.’” In sum, when the concept of metadata enters the mind, “scrub, scrub, scrub” is the logical
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procedure to employ. This way, with the mere click of a button, a client’s confidential information will be secure.

4. Advocating a Rule to Prohibit the “Mining” of Metadata

It is not only the sending attorney that should have an affirmative ethical obligation to reasonably protect client confidences. The receiving attorney should also have a corresponding duty to abstain from “mining” electronic documents for metadata. Attorneys should not be allowed to “intentionally take advantage of other people’s failures.”

“Mining” metadata is rationalized as dishonest and deceitful under Model Rule 8.4, and is analogous to looking through another’s brief case. With metadata, the receiving attorney is using “technology to spy on opposing counsel.” Moreover, Model Rule 8.4(c) is often categorized as a “catch-all,” whereas actions that violate subsection (c) also violate other rules. Indeed, various states apply the “catch-all” theory to determine if reviewing embedded data is dishonest. In contrast, the “ABA reasoned that because Model Rule 4.4(b) addresses inadvertent transmission, the issue of dishonest[y] is irrelevant.” The ABA claims that whether the recipient attorney knows or should know that the sending attorney’s delivery of an electronic file containing metadata was inadvertently disclosed is a subject beyond the realm of the opinion and rules. Nevertheless, the ABA concedes that “metadata can sometimes reveal such critical information as ‘who knew what when,’ or negotiating strategy and positions.”

As a result, the ABA creates a clear contradiction in ethical obligations. The ABA implies that it is not dishonest, fraudulent, or deceitful
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324. See Hricik, Mining for Embedded Data, supra note 11, at 247 (“The characterization of the intentional act of taking advantage of those mistakes as anything less than dishonest is disappointing.”).
to take intentional steps to "mine" information known to be confidential or protected under the attorney-client privilege.\(^{325}\) Therefore, the ABA encourages attorneys to engage in misconduct in explicit violation of Model Rule 8.4.\(^{326}\) As a consequence, a valid case is made that the solution is to follow the trend-setting jurisdictions by adopting a rule to prohibit the "mining" of metadata.\(^{327}\) As a result, ethical obligations are imposed on the receiving attorney.\(^{328}\)

5. The Receiving Attorney's Ethical Obligations

Despite imposing a duty on the sending attorney to exercise reasonable care, attorneys will continue to send confidential information inadvertently to opposing counsel.\(^{329}\) Attorneys will either fail to employ metadata safeguards or the safeguards will fail simply because accidents happen.\(^{330}\) Therefore, since perfection is improbable the recipient attorney will be put in the unfortunate position of determining how to respond when receiving inadvertent documents.\(^{331}\) The recipient attorney faces two conflicting questions: (1) was the document inadvertently or intentionally sent; and (2) would it be dishonest to "mine" for metadata.\(^{332}\)

Adhering to the ABA's proposition that metadata is not always unintentional is perplexing because it essentially "opens the door" to "mining" metadata.\(^{333}\) In retrospect, why would the sending attorney intentionally include confidences in the form of metadata?\(^{334}\) Arguably, it is possible that an attorney might receive a document containing metadata from opposing counsel that is confidential, but is "unable to tell whether it occurred intentionally (which seems doubtful) or inadvertently (which is more likely)."\(^{335}\)

However, at the very minimum, the receiving attorney should have an obligation to notify the sending attorney if the attorney knows or should
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\(^{329}\) Hricik, Mining for Embedded Data, supra note 11, at 232.  
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\(^{333}\) Id. at 240-41.  
\(^{334}\) Id.  
\(^{335}\) Hricik, Telling Lies, supra note 44, at 96.
know that the metadata is transmitted inadvertently. Thus, the threshold determination is whether the intentional delivery of an electronic file that inadvertently contains metadata is in fact inadvertent. Significantly, New York concluded that “counsel plainly does not intend the lawyer to receive ‘hidden’ material or information[,]” thus the transmission is inadvertent, and any review by the receiving attorney is deliberate.

Consider the fact that it is not the simple opening of a file that will reveal metadata, rather it is intentionally taking steps beyond the double-clicking required to open a file in order to view embedded data. In short, information that appears on its face to be subject to the attorney-client privilege or that appears to be confidential in nature, making it clear that it was inadvertently sent, should not be examined. Rather, the receiving attorney should immediately provide notice to the sending attorney and abide by instructions as to the handling of this inadvertently disclosed confidential information.

However, if the lawyer takes affirmative steps to view embedded data known to be confidential, that lawyer should be found in violation of an ethical obligation for the “mining” of metadata. As this note has emphasized, metadata is invisible, and this is precisely why it is accidentally included in the document. Therefore, for the recipient to find metadata, he or she must deliberately search for the confidential information. To call the seeking of hidden confidences anything other than dishonest is perplexing. Nevertheless, an attorney receiving metadata can and perhaps must contend that the sending attorney waived all protections through the inadvertent transmission of the embedded data.

Indeed, an ethical duty of zealous representation to the recipient’s client may require the lawyer to refrain from using the document and to
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seek guidance from the court. However, the majority of states have determined that client confidentiality is more important than the competing ethical obligations on the part of the receiving attorney. Furthermore, even the ABA has determined that in zealously representing a client “there is a limit to the extent to which a lawyer may go ‘all-out’ for the client.”

In regard to the ethical obligations on the inadvertent transmission of metadata, there is no final word. Until metadata dangers are apparent to attorneys throughout the nation, the ABA and individual states should find that the transmission of metadata is either per se or presumptively inadvertent. Furthermore, the legal system “should not let lawyers intentionally take advantage of other people’s failures” and mandate that attorneys abstain from “mining” metadata and notify the sending attorney upon receipt of such information.

It is time that the ABA and individual states address the two ethical issues pertinent to metadata. The sending attorney should have an affirmative duty to take reasonable precautions to ensure metadata is precluded from inadvertent disclosure prior to electronic transmission. In addition, the receiving attorney should be prohibited from deliberately searching out and viewing metadata received from the sending attorney. In short, the sending attorney should have an ethical obligation to “scrub” electronic documents and the receiving attorney should be prohibited from “mining” metadata. Notwithstanding the ABA’s present or future failure to impose such ethical obligations, it is imperative that individual states such as North Dakota should establish an affirmative duty to prevent inadvertent disclosure and prohibit the intentional exploitation of metadata.
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Dakota address the issue of metadata by imposing a duty to “scrub” and prohibit the “mining” of metadata.357

III. APPLICATION TO NORTH DAKOTA

The dangers of metadata are not foreign to the state of North Dakota.358 Yet the present North Dakota Rules of Professional Conduct are likely insufficient to address these dangers.359 Thus, similar to the trend-setting states, it is important for North Dakota to create knowledge of metadata and impose ethical obligations.360

A. THE PRESENT NORTH DAKOTA RULES OF PROFESSIONAL CONDUCT

The Joint Committee on Attorney Standards (JCAS) is the mechanism that the North Dakota judicial system uses to comply with the constitutional requirement of the Supreme Court to adopt rules governing attorney discipline and to review issues pertaining to obligations within the legal profession of North Dakota.361 The purpose of JCAS is to provide a coordinated, complementary, and continuing analysis of issues concerning attorney standards and supervision.362 In accord with Administrative Rule 38, the JCAS submits recommendations to the State Bar Association Board of Governors (Board) for review and comment prior to submitting the final recommendations to the Supreme Court.363 After the ABA adopted changes to the Model Rules in 2002 and 2003, the North Dakota Supreme Court requested that the JCAS submit recommendations for amendments to the North Dakota Rules of Professional Conduct.364 Thus, the JCAS initiated an extensive review in 2002, and thereafter submitted its proposals to the
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Board for comment. Upon receiving such comments, the JCAS altered some, but not all, of the Board’s recommendations. The JCAS recommended numerous amendments to the rules and comments in both substance and format to follow the Model Rules.

One recommendation of the JCAS was a proposal to adopt Rule 4.5 regarding inadvertent transmission, which provided:

(a) A lawyer who receives a document relating to the representation of the lawyer’s client and knows or reasonably should know the document was inadvertently sent shall:

(1) promptly notify the sender, and

(2) comply within a reasonable time with the sender’s request, if accompanied by a promise of reimbursement of any out-of-pocket expense involved, that the lawyer return the document.

(b) For purposes of this rule, “document” includes facsimile transmissions, electronically received messages, and metadata retrievable from an electronic transmission.

(c) For purposes of this rule, a document was inadvertently sent if the sending was deliberate though mistaken act or resulted from the ignorance, negligence, or inattention of the sender or the sender’s agent.

The JCAS proposed this rule to govern occurrences in which an attorney receives documents relating to client representation that have been inadvertently transmitted. The proposed rule was predicated on portions of Model Rule 4.4(b), but the JCAS found that the Model Rule was insufficient to provide guidance as to what constitutes an inadvertently sent document and what the attorney should do upon receipt of such a document.

Significantly at issue between the members of the JCAS during the deliberation of the rules was whether the “use” of inadvertently transmitted
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should be addressed by the proposed rule.\textsuperscript{371} One member noted that Model Rule 4.4(b) provides that whether an attorney is to take additional steps beyond notifying the sender is a matter not covered within the Model Rules.\textsuperscript{372} Another member stated that it should be explicitly clear whether the receiving attorney can or cannot use the inadvertently received information.\textsuperscript{373} While it was noted that the case law and ethics opinions are divided as to the use of inadvertently received information, the members were in general agreement that it would be inadvisable to propose a rule that would allow an attorney unfettered use of such information.\textsuperscript{374} A better alternative would be a rule that forbids or at least limits the use of the information.\textsuperscript{375}

Another issue was raised pertaining to the use of electronically received documents and the difficulty in completely deleting the document.\textsuperscript{376} One member noted, for example, that an email can be “returned,” but is in reality still retained in various places throughout the receiving attorney’s computer network.\textsuperscript{377} This issue was not addressed in the proposed rule, but the JCAS concluded that the proposed rule would provide that in addition to promptly providing notice to the sender, the receiving attorney would be required to comply with a request to return the document.\textsuperscript{378}

Therefore, the proposed rule was only adopted in part, whereas the current Rule 4.5, which is applicable to inadvertent transmission, provides:

(a) A lawyer who receives a document relating to the representation of the lawyer’s client and knows or reasonably should know the document was inadvertently sent shall promptly notify the sender.

(b) A lawyer who receives a document under the circumstances creating a duty under this rule does not violate Rule 1.2 or Rule
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\textsuperscript{378} N.D. Proposed Amendments, supra note 368, § III (outlining the proposed new Rule 4.5).
1.4 by not communicating to or consulting with the client regarding the receipt or the return of the document.\textsuperscript{379}

Comment 1 to Rule 4.5 notes that the rule acknowledges that lawyers sometimes receive electronic files that are mistakenly sent by opposing parties, their lawyers, or third parties.\textsuperscript{380} The only duty imposed on the lawyer is merely to notify the sender, but as to whether a lawyer shall take additional steps or whether the attorney-client privilege has been waived are matters beyond the scope of the rules.\textsuperscript{381} Furthermore, the term “document” as read into this rule includes email and other electronic modes of transmission subject to a readable format.\textsuperscript{382} However, neither the adopted rule nor its comments include any reference to metadata, unlike paragraph (b) of the proposed rule.\textsuperscript{383} Comment 2 indicates that the option to voluntarily return a document unread is a professional judgment reserved to the lawyer.\textsuperscript{384}

Unfortunately, North Dakota Rule 4.5 leaves open the question of whether a receiving attorney must abstain from using an inadvertently sent electronic document to “mine” for metadata.\textsuperscript{385} In addition, a sending attorney is left with no standard of care as to how to preclude the release of metadata when sending files electronically.\textsuperscript{386} Thus, an attorney in North Dakota is left with no direction as to how to handle the dangers of metadata.\textsuperscript{387}

B. THE FUTURE NORTH DAKOTA RULES OF PROFESSIONAL CONDUCT

The State of North Dakota needs to take action and impose corresponding duties on both sending and receiving attorneys.\textsuperscript{388} North Dakota
Dakota should be on the forefront of metadata, and in considering the appropriate action to take, the North Dakota State Bar should research the ethics opinions issued by the trend-setting jurisdictions. The two duties imposed by these jurisdictions—“scrubbing” and prohibiting “mining”—would effectively address the metadata dangers that exist in the electronic practice of law.

Indeed, members of the JCAS made incredible leeway in discussing the significance of the use of inadvertently received information, and in particular the inclusion of “metadata” when defining the term “document” in the proposed black-letter rule of North Dakota Rule 4.5. Therefore, North Dakota is moving towards the forefront of the metadata issue. Nevertheless, action should be taken by either issuing an ethics opinion or proposing a rule to regulate metadata.

In the alternative, North Dakota may wait to see if the ABA creates or alters the Model Rules to quell the metadata issues. However, in the meantime it is imperative to voice concern about metadata to respective attorneys within the state. At the very minimum, it is important to educate North Dakota attorneys about metadata and its consequences. Indeed, protecting oneself from inadvertently disclosing client confidences or secrets starts with a knowledge of metadata. However, to wait and see without addressing metadata issues allows the sending attorney to
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mistakenly disclose client confidences and the receiving attorney free reign to “mine” for client confidences.\textsuperscript{398} North Dakota Rule 4.5 is arguably insufficient to address this ethical dilemma.\textsuperscript{399} In fact, it may be prudent to retain the proposed amendments and re-contemplate the word “metadata” within the rule.\textsuperscript{400} Nevertheless, merely including the word “metadata” in Rule 4.5 may not adequately inform attorneys of their respective duties as to sending and receiving inadvertent information containing embedded data.\textsuperscript{401} In fact, even addressing the “use” of inadvertently received information without addressing metadata could also be insufficient to equip attorneys with direction when it comes to handling the inadvertent transmission of metadata within electronic documents.\textsuperscript{402} Thus, it follows that North Dakota should establish detailed guidelines consistent with the trend-setting states.\textsuperscript{403}

IV. CONCLUSION

As this note has discussed, the digital era has transformed legal practice.\textsuperscript{404} However, the advent of technology and electronic communications does not coincide with a relaxation of legal ethics.\textsuperscript{405} In actuality, the ramifications of modern technology may create considerable dangers within the practice of law.\textsuperscript{406} Therefore, attorneys must always be cautious not to overlook the ethical pitfalls that technological advancements present.\textsuperscript{407} One such pitfall, as this note has emphasized, is metadata.\textsuperscript{408}
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Metadata pervades the digital world by allowing beneficial uses within various software programs and effective electronic communication. However, metadata also creates potential hazards within different facets of the legal profession. On one hand, an attorney does not need to stay awake at night fretting about metadata, but the savvy way to practice is the secure way to practice. On the other hand, complete ignorance of metadata runs the gamut from embarrassment to legal malpractice.

Metadata proffers distinctive issues for both the sending and receiving attorney of electronic communication. The sender must decide whether to “scrub” files for metadata, and the recipient must determine whether to refrain from “mining” files in search of metadata. However, the trend in a growing number of states is to employ: (1) an affirmative duty on the sending attorney to use reasonable care in sending electronic files that may contain metadata; and (2) an affirmative duty on the receiving attorney to abstain from “mining” documents for confidential information that the sender did not intentionally transmit.

While the trend-setting states New York, Florida, Alabama, and Arizona have issued ethics opinions addressing the aforementioned obligations, the ABA has not imposed a black-letter rule on the issue of metadata. Instead, authorities are split. There is no consistency amongst jurisdictions, and no bright-line rule exists to guide an attorney’s ethical conduct when confronted with the hazards created by metadata. Thus, the rules need to change with technology. As this note advocates, the ABA and individual states should consider following in the footsteps of the experimental states by imposing an affirmative duty on both the sending and recipient attorney to “scrub” and prohibit the “mining” of metadata.
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Similar to the ABA Model Rules, North Dakota’s Rules of Professional Conduct arguably do not adequately address metadata concerns. Likewise, it is prudent that North Dakota implement corresponding duties on both the sending and receiving attorney. However, at a minimum, it is imperative to generate knowledge and educate North Dakota attorneys about the dangers of metadata.

Advancements in electronic communications are likely to outpace the ability of both courts and state bar associations to evaluate the technological impact on ethical obligations. Nevertheless, the ABA and individual states should strive to keep pace. Solutions to the metadata conundrum are available. It is time to take action.

Crystal Thorpe

421. See discussion supra Part III.A (explaining the inadequacy of present rules in North Dakota pertaining to metadata).

422. See discussion supra Part III.B (advocating future action in North Dakota to address metadata).

423. Id.


425. See Steele, supra note 29, at 914 (“Because of the nuances of each technological advancement, legal authorities have struggled to keep pace.”).

426. Id. at 950.

*J.D. Candidate at the University of North Dakota School of Law. Special thanks to my family—Jim, Peggy, Dusty, and Maggie—for their continuous support, encouragement, and patience throughout my academic pursuits. I also thank Magistrate Judge Alice R. Senechal for her guidance on the topic of metadata.